
Enterprise Recon scans, discovers and 

monitors storage of credit card and other 

sensitive data across your organisation.

It also enables you to quickly and easily 

secure that data, significantly reducing 

your financial exposure and security 

compliance costs.

Find sensitive
data before
the criminals do

Enterprise Recon



Enterprise Recon was designed for and in co-operation with the payment card industry. It features advanced scanning 

techniques and pattern-matching algorithms that were designed specifically to discover cardholder data. It achieves high 

accuracy whilst eliminating the majority of false positives compared to traditional discovery techniques. Knowing exactly where 

your sensitive data is, is critical in the efficient and cost effective allocation of resources within security compliance projects.

Why choose Enterprise Recon

Enterprise Recon is a leading data discovery tool that 

identifies non-compliant storage of sensitive cardholder data.  

It makes maintaining PCI DSS compliance a whole lot easier 

with reliable, accurate and automated auditing of cardholder 

data storage practices across an entire organisation – with 

reporting available in real-time. It is designed for mission 

critical, multi-platform environments and can be deployed 

across all aspects of enterprise infrastructure including 

production systems and high availability environments. 

In addition to which it can be configured to search for an 

extensive and customisable range of sensitive data types. 

What is Enterprise Recon?

assistance@ipsi.com.au

Ensure your sensitive data is secure

Contact us today for
a demo and free trial

1300 975 630

•	 Unrivalled detection capabilities

•	 High degree of accuracy

•	 Provides a real-time, single view 
of cardholder storage locations

•	 Infrastructure remains operational 
during scanning

•	 Fully automated, on-going 
monitoring with scheduled 
scanning capability

•	 Automated reporting after every 
scan  

•	 Reduce the time, effort and 
costs associated with PCI DSS 
compliance, PII and privacy 
legislation compliance

•	 Convert security compliance 
practices into a proactive, on-
going BAU process.

 
 
 
 
 
 

•	 On-going monitoring of data 
storage practices to achieve and 
maintain security compliance

•	 Makes PCI DSS audits faster 
and simpler through automated 
reporting

•	 Complete history of past 
scans retained as evidence of 
compliance

•	 Comprehensive functionality that 
facilitates security compliance 
reviews. 

Key benefits Maintain PCI DSS 
compliance


